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Chapter |
General provisions

Article 1. The present Act specifies the conditions of the alelectronic signature, legal effects thereef, a
well as the rules for the provision of certificatiservices and for the supervision of certificatsamvice-providers.

Article 2. The provisions of this Act shall apply to cert#t@on-service-providers established on the teryitdr
the Republic of Poland or those who provide cexdifion service on this territory.

Article 3. In this Act:

1) "electronic signature" means data in electrédoim which, together with other data, either attthhereto or
logically associated therewith, capable of ideitifythe signatory;

2) "secure electronic signature” means electragitasure which:

a) is uniquely assigned to the signatory,

b) is made using secure signature-creation deancesignature-creation data that the signatoryncaimtain
under his sole control,

c) isrelated to the data to which it has be¢aschted in such a manner that any subsequent cloftige data
is recognizable,

3) "signatory" means a natural person who holdgaature-creation device and acts either on his behalf or

on behalf of another natural person, legal persanwrganisational unit not endowed with legakpeality,

4) "signature-creation data" means unique datatwaie assigned to a natural person and are ustshyerson

to create an electronic signature;

5) "signature-verification data" means unique dabéch are assigned to a natural person and are fasethe
purpose of identifying the signatory,

6) "signature-verification device" means configusedtware and hardware which allows creating oékeatronic
sighature or an electronic authentication by the ofsignature-creation data or electronic—autkatitn-
creation data

7) ‘"secure signature-creation device" means acdeused to create electronic signature which mdeds
requirements laid down in this Act,

8) "signature-verification device" means configlsoftware and hardware capable of identifyinghaf hatural
person who created an electronic signature by s$keeofi signature-verification data or in the margegable of
identifying of a certification-service-provider t¢ine authority issuing provider’s certificates, witie use of
authentication-verification data,

! This Act, within the scope of its regulation, impients Directive 1999/93/EC of 13 December 1998 Gommunity framework
for electronic signatures (OJ L 13 of 19.01.2000).

On the date of the Republic of Poland becoming enbte State of the European Union, the referenceaipiag to publications of the
EU legal acts given in this Act shall pertain te fiublication of these acts in the Official Joursfahe European Union — special edition.



9) "secure signature-verification device" meandeaice, used to verify electronic signature, whinkets the
requirement, laid down in this Act,

10) "certificate” means an electronic attestatiohiclw links signature-verification data to a persoreating
electronic signature, and which are capable oftifi@ng this person,

11) "provider’s certificate”™ means an electronittestation which assigns data used to verify ebedt
authentication to a certification-service-providerto the authority referred to in article 30 paegh 1 and
which are capable of identifying of the said seewzovider or the said authority,

12) "qualified certificate" means a certificateialhmeets the requirements stipulated hereby apdoisded by a
qualified certification-service-provider who fulithe requirements laid down in this Act,

13) “certification services" means issuing cectifes, confirmation of time and the provision ofiest services
related to electronic signatures,

14) “certification-service-provider' means an epteneur within the meaning of the Act of Novemb@r1999 on
Business Activity Journal of Laws of 2000, No. 101 item 1178, No. 86 item 958 and Nt item 1193 and of
2001, No. 49 item 509, No. 67 item 679 and No. t6éth 1115), the National Bank of Poland or a public
authority, which provide at least one of the segsiceferred to in subparagraph 13,

15) "qualified certification-service-provider" meaa certification-service-provider who has beetered in the
register of qualified certification-service-provide

16) "confirmation of time" means the provisionsafrvices by which data in electronic form logicdihked to data
identified by an electronic signature or electrcenithentication are marked by the specificatioaxafct time at
the moment provision of these services and at thememt an electronic authentication of such datssiged by
the certification-service-provider,

17) "certification policy" means detailed solutipnincluding technical and organisational specifara which
determine the procedure, scope and security regeints for the creation and application of certiiésa

18) "certification-service-consumer" means a redtperson, a legal person or on organisationatyentit endowed
with legal personality, which:

a) has concluded a contract for provision of cedtfon services with a certification-service-praet, or

b) within the limits specified by the certificatigolicy, is entitled to act on the basis of theifieate or on the
basis of other electronic data certified by a fieetion-service-provider,

19) "electronic authentication" means data intetetic form which, attached to or logically asseetwith other
electronic data, are capable of identifying a &iegtion-service-provider or an authority issuingyider’'s
certificates, and which fulfil the following reqeiments:

a) have been created with the use of secure signateation devices and authentication-creationa dédiich a
certification-service-provider or the authority ugsy provider's certificates maintain under theoles
control,

b) any subsequent change of the data authentiatedognizable,

20) "authentication-creation data" means uniqua dasigned to a certification-service-providetomthe authority
issuing provider’s certificates used by the provideby the authority to create electronic autheattons,

21) "authentication-verification data" means umi@ata which are assigned to a certification-serpiovider or to
the authority issuing provider’s certificates, usedthe purpose of identifying an entity or autitypissuing an
electronic authentication,

22) "verification of secure electronic signatureeans operations which are capable of identifffregsignatory and
of confirming that the signature has been creatéti Whe use of signature-creation data assigneth¢o
signatory, as well as the fact that the data bgahe signature have not been changed since thatsig was
created.

Article 4. A certificate issued by a certification-serviceygder who is not established on the territorytad t
Republic of Poland and does not provide servicestsoterritory, shall be is legally recognizedeagiivalent to
qualified certificates issued by a qualified céctifion-service-provider who is established onvmtes services on
the territory of the Republic of Poland, :
1) certification-service-provider issuing the décate has been entered in the register of qealittertification-
service-providers,
2) it is stipulated by an international agreememtmutual recognition of certificates to which tRepublic of

Poland is a Party,

3) the certification-service-provider that issuld certificate fulfils the requirements laid doimrthis Act and has
been granted accreditation in a Member StateeoEtiropean Union,

4) a certification-service-provider established tre territory of the European Union, which meeke t
requirements laid down in this Act issued a guaantith respect to the certificate,



5) the certificate has been recognized as qudlbiean international agreement concluded betwleertEtiropean
Union and third countries or international orgatisas,

5a) the certificate has been recognized as de@lify an agreement on the European Economic Area

6) the certification-service-provider that issubd certificate has been recognized by an intesnatiagreement
concluded between the European Union and thirdtciesror international organisations,

Chapter Il
Legal effects of electronic signature

Article 5. 1. A secure electronic signature verified by alidjed certificate shall result in the legal effect
specified by this Act if it has been created wittlie validity period of the certificate. A secutearonic signature
created within the period of suspension of thedigliof the qualified certificate used to verifyetlsignature shall
result in legal effects upon repealing of the saspm.

2. Data in electronic form bearing a secure el@trsignature verified by a valid qualified certdite shall be
legally recognized as equivalent to documents hgahiandwritten signatures , unless separate pomssstate
otherwise.3. A secure electronic signature verifiga valid qualified certificate shall ensure ihiegrity of the data
bearing the signature and unambiguous indicaticghefjualified certificate by assuring that anysaduent changes
of the data and any subsequent changes of theaimmhic of the certificate used to verify the sigmatware
recognizable.

Article 6. 1. A secure electronic signature verified by advglialified certificate shall be considered as@op
of the fact that it was created by the person imt@id in the certificate as the signatory.

2. The provisions of paragraph 1 shall not applyataertificate whose validity expired and following
certificate's revocation or throughout the periddt® suspension, unless it has been proved tlasignature had
been created prior to the date of expiry of theifteate, its revocation or suspension.

3. The validity of an electronic signature verifibgl a valid qualified certificate may not be ques&d by
invoking the fact that the signature has not beeated with the use of secure devices or datattigasignatory
could maintain under his sole control.

Article 7. 1. Electronic signatures may have a time stangché&d.

2. The time stamp provided by a qualified certifica-service-provider shall have, in particulare tlegal
effects of the authenticated date within the megwoifithe provisions of the Polish Civil Code.

3. An electronic signature with a time stamp attathy a qualified certification-service-providerafihbe
regarded as created not later than at the momergdtvice is provided. The above presumption diekffective
until the validity of the provider’s certificate ed to verify the process of time stamp expiresldhigation of the
above presumption's effectiveness shall requir¢h@ndime stamp attached to the electronic sigedingether with
the data used previously by the qualified proviafethis service.

Article 8. The electronic signature may not be denied validitd legal effectiveness solely on the grounds
that it is in the electronic form or that the sigma verification data do not have a qualified ifiedte or that the
signature has not been created with the use aflaessignature creation device.

Chapter I
Obligations borne by certification-service-providers
Article 9. 1. The performance of certification service shall require obtaining any permits or licences.
2. Public authorities and the National Bank of Rdlare entitled to provide certification servicebjgct to the
provisions of paragraph 3, solely for the use efthinstitutions or other public authority bodies.
3. A unit of local self-government may provide désation service on a non-profit basis also foe thembers
of self-governing community.

Article 10. 1. A qualified certification-service-provider issg qualified certificates shall be obliged to:



1) provide technical and organisational meanddafft for prompt and reliable issuance, suspenaiahrevoking
of certificates and specifying the time of execgtihese actions,

2) verify the identity of a person who applies floe certificate,

3) take measures against forgery of certificatesather data electronically authenticated by theve entities - in
particular by protection of devices and data usedHe provision of certification-service,

4) conclude a contract of civil liability insuramavith respect to any damage suffered by certificaservice-
consumers,

5) before entering into a contractual relationsiiph a person seeking a certificate, inform thatspn of the
terms and conditions regarding the obtaining aedude of the certificate, including any limitatiamsits use,

6) use systems to create and store certificateébd manner ensuring that only authorised persansmake
entries and changes,

7) if the certification-service-provider providesiblic access to certificates, their publicatiomlshequire prior
consent of the person to whom the certificate lesmbissued,

8) provide certification-service-consumers withamprehensive list of secure signature creationvanification
devices, as well as technical requirements to ktebmthe devices,

9) in the event that provider generate signatueaion-data, assure the confidentiality of genenaprocedures;
not store or copy signature-creation data or otla¢a which could be used to re-produce the formermake
the data available to anyone but the person thends to use the date for creation of an electrsigicature,

10) in the event of provider's generation of stgrexcreation-data, ensure that, with the probgbilordering on
certainty, each set of data appears only once,

11) publish the data which allow verification, linding electronic verification, of the authenticaynd validity of
certificates and other electronically certifiedalby the certification-service-provider and providetification-
service-consumers with free-of-charge access tsdltkdata,

2. A qualified certification-service-provider whigenders certification services providing time gpanshall
meet the requirements referred to in paragrapluliparagraphs 3, 4 and 8, and shall use time stgstpnss and
systems to create and store provider’s certificatéhe manner assuring that only authorised persan enter data
and change them and shall also guarantee thatimiee inhdicated therein is the time when the eledtron
authentication was submitted and that the systesed prevent the attachment of any time stamp dliz@r the one
stamping the time of service provision.

3. The person who renders certification services:

1) shall have full capacity to enter into legasactions,

2) must not have been convicted under a final\aidl court decision of an offence against: thediy#ity of
documents, business transactions, circulation afiep@and the trade in securities, of a fiscal aféeor of
offences referred to in Chapter VIII of this Act.

3) shall possess necessary knowledge and skiltertificate generation technology and of the psimrn of other
services concerning electronic signatures.

4. The Council of Ministers may specify, by ordinenthe detailed technical and organisational requénts
to be met by qualified certification-service-progid, including the requirements pertaining to thetgrtion of
premises housing the data referred to in Art. ”2graph 1 - considering the scope of applicatiothefcertificates
issued by certification-service-providers, requiesnts pertaining to the protection of certificatad ¢he necessity to
protect the interests of certification-service-aamsrs.

5. A minister in charge of financial institutionsash in consultation with the minister in chargeszbnomy,
having first sought the opinion of the Polish Chambf Insurance [Polska Izba Ubezpiegzéy ordinance, specify
the detailed scope of mandatory insurance refeaé@uparagraph 1 subparagraph 4, including, iti@aar, the date
of arising of the obligation to conclude the contraf insurance and the minimum guarantee amourtking
consideration, in particular, the specific charaofea profession and the scope of tasks executed.

Article 11. 1. Subject to paragraphs 2 and 3, certificatianise-provider shall be liable for damages suffered
by certification-service consumers, and causeddilyre to perform or incorrect performance of tHdigations
concerning the provision of service, unless sudriato perform or incorrect performance of thdigdtions has
been caused by the circumstances for which théication-service-provider is not responsible ankiet he could
not prevent despite his observance of due diligence

2. Certification-service-provider shall not be lialior damages in respect of damage suffered hification-
service consumers, if the damage has been caus#tkhyse of the certificate outside the scope taitlin the




certification policy indicated in the certificat®cluding, in particular, damages caused by excepdi maximum
limit value of the transaction, if the value hagbelisclosed in the certificate.

3. Certification-service-provider shall not be lialior damages in respect of damage suffered hification-
service consumers, if the damage has been causattroyhful data included in the certificate atr&ipry's request.

4. Certification-service-provider, who has issuggliarantee with respect to the certificate purstmatticle 4
point 4, shall be liable for damages suffered bitifteation-service-consumers as a result of the o$ the
certificate, unless the damage has been causetiebydse of the certificate outside the scope laidrdin the
certification policy, indicated in the certificate.

Article 12. 1. Information pertaining to the provision of dfcation service the unauthorised disclosure of
which might cause damage to certification-servioesuler or certification-service-consumer, in peutar,
information used to create electronic authenticeti@re confidential. Confidentiality shall not &pfo information
on the violation of the provisions of this Act thetcertification-service-provider.

2. The following persons shall be obliged to obeehe confidentiality referred to in paragraph 1:

1) representing certification-service-provider,

2) under a contract of employment, work order gitor any other legal relationship of similaruratwith a
certification-service-provider,

3) under a contract of employment, work orderany other legal relationship of similar naturehwitn entity
whose operation includes provision of servicesfoertification-service-provider,

4) persons and official bodies which have acquaewdfidential information pursuant to the procedreferred to

paragraph 3.

3. Persons referred to in paragraph 2 shall beyethlio disclose information referred to in parabrapapart
from the data used to create electronic autheititsiexclusively at the request of:

1) court or public prosecutor, with respect togieg proceedings,
2) aminister in charge of the economy, with respe his supervision of certification-service-piaers referred to

in Chapter VII,

3) other state bodies authorised to obtain thermétion pursuant to the provisions of separate, agth respect
to proceedings they conduct, concerning the operatbf certification-service-providers.

4. The obligation to observe the secrecy refercethtparagraph 1, subject to the provisions of giaeh 5,
shall remain in force for the period of 10 yearsofghe date of cessation of legal relationshigerred to in
paragraph 2.

5. The obligation to observe the confidentialitytbé data used to create electronic authenticastiad be
unlimited in time.

Article 13. 1. Subject to the provisions of paragraph 5 andicker 10 paragraph 1 subparagraph 9, a
certification-service-provider shall store and é@veh all relevant documents and data in the ed@atrform, directly
concerning certification service provided, in thermer ensuring the security of the stored documants
information..

2. In the case of qualified certification-serviaeyaders, the obligation to store documents andrinftion
referred to in paragraph 1 shall remain in foraetfi@ period of 20 years after the date on whiathsiocuments or
data have been created.

3. In the event that a qualified certification-deevprovider ceases operation, documents and digaed to in
paragraph 1 shall be stored by the minister ingiaf the economy or an entity appointed by theisten. A fee
shall be charged by the minister for the storagdoauments and data referred to in paragraph lexeseding the
PLN equivalent of EUR 1 per each certificate issud@ documentation of which is to be stored, dated
according to the average exchange rate announceithebWational Bank of Poland on the day the quedifi
certification-service-provider ceases his operatiime fee should be allocated to financially supploe activities
referred to in the first sentence hereof.

4. The minister in charge of the economy shallpkdinance, lay down procedures of charging andahmunt
of the fees referred to in paragraph 3, taking supsideration the number of documents to be staneidenvisaged
costs with respect to the documents and data eeféorin paragraph 1.

5. Certification-service-providers shall destrog tata used to create electronic authenticatiorthviiih,
following the revocation or expiry of the providercertificate used to verify electronic authenfmas.



Chapter IV
Provision of certification services

Article 14. 1. Certificates shall be issued by certificati@nvice-providers on the basis of a contract.

2. Prior to the conclusion of a contract refereéhtparagraph 1, certification-service-providealsbe obliged
to inform, in a clear and generally understanddm, in writing or in the form of an electronic dament, within
the meaning of the provisions of the Act of 17 Feloy, 2005 on the computerisation of the activibédodies
carrying out public responsibilitiqgournal of Laws No. 64, item 565), , about the detailed terms emlditions
regarding the use of the certificate, including ptaimts and dispute settlement procedures, anditicplar about
the essential terms and conditions thereof, inclgidi

1) the scope of application and limitations thereo

2) legal effects of the creation of electroniasityres verified by the certificate,

3) the information about a voluntary accreditatsmheme of the qualified entities and their siguifice 3. In the
event that certificates issued are not of qualifiature, the information referred to in w paragr@pbkhall also
indicate that electronic signatures verified by textificate shall not have legal effects equivalém a
handwritten signature.

4. The certification-service-provider shall be geli to disclose, at anyone's request, the esseatitd of the
information referred to in w paragraph 2.

5. Prior to the conclusion of the contract, thetifieation-service-provider shall be obliged to aiot a written
confirmation that the consumer has familiariseddathwith the information referred to in w paragnah

6. Subject to the provisions of Article 10 paragrdpsubparagraph 2, the certification-service-gtevimay
use notarially authenticated identity of the caéfion-service-consumer,- if the relevant cestifion policy so
provides.

7. The certification-service-provider, when issutpgplified certificates, shall be obliged to applycedures
which result in obtaining, from the person to whtbe certificate is issued, a written consenhdpplication of
the data which are included in the certificatbeoused to verify that person's electronic sigratur

Article 15. Certification-service-consumer shall be obligedtiare the data used to create electronic signature
in the manner which protects them against unawthdruse within the validity period of the certiteaised to verify
the signatures.

Article 16. 1. Contract for the provision of certification gee should be concluded in writing under pain of
invalidity.

2. The invalidity of a contract for the provisiohaertification service shall not result in the atidity of the
certificate if at the issuing of the certificateettequirements referred to in article 14, paragséphnd 5 have been
met and if the consent referred to in article 1dageaph 7 has been given.

Article 17. 1. A qualified certification-service-provider shiaé obliged to draw up a certification policy. The

certification policy shall include, in particular:

1) scope of application,

2) specification of the procedure for generatiow @aransfer of electronic data to be provided watbctronic
authentications by a certification-service-provider

3) maximum validity periods of certificates,

4) procedures for identification and authenticatif the persons to whom certificates are issued, @& the
certification-service-provider,

5) methods and procedures for generation of arldngavailable certificates, announcing listinggefoked and
suspended certificates and other electronicallenticated data,

6) specification of an electronic record of datauctures included in certificates and other elmaally
authenticated data,

7) document management procedures with respeletprovision of certification services.

2. The Council of Ministers shall, having first gt the opinion of the Governor of the National Bani
Poland, by ordinance, specify fundamental techrécal organisational requirements for certificatmlicies for
qualified certificates, considering the scope dflegation and periods of validity thereof, as wedl the necessity of
compatibility of various signature-creation andnsiture-verification devices, of assuring the seaguof legal
transactions and the European Union standards.



Article 18. 1. As a minimum, secure electronic signature @aalevice should:

1) prevent obtaining information used to creage®bnic signature or authentication,

2)not alter the data to be signed or authenticatectronically, whereas it should allow the preation of the data

to the signatory prior to his creating the signatur

3) guarantee that a clear warning shall be digglgyior to signature's creation advising thatdbetinuation of
the operation shall result in the creation of atebnic signature,

4) ensure easy identification of any securityvraté changes of the signature-creation or autb&tibin-creation
device,

2. A secure electronic signature verification devsbiould meet the following requirements:

1) data used to verify an electronic signatureespond to the data displayed to the person vagfifie signature,
2) electronic signature is verified reliably, ahe result of verification is correctly displayed,

3) the person verifying signature can reliablyabish the contents of the signed data,

4) authenticity and validity of certificates ohet electronically authenticated data are reliaklyfied,

5) the result of the verification of signatorydentity is correctly and clearly displayed,

6) the use of a pseudonym is clearly indicated,

7) any security-relevant changes in the signateréication device are reported.

3. The Council of Ministers shall, by ordinanceedify the detailed technical and organisationalinegments
to be met by secure signature-creation and sedgmatsre-verification devices and the necessitgreservation of
the integrity and confidentiality of the data begrthe said signature.

4. The examination of the devices' (referred tpamagraphs 1 and 2) compliance with the requiresnied
down in this Act shall be carried out pursuantéparate provisions.

5. The usefulness of the devices referred to inagraphs 1 and 2 for the protection of confiderd&th shall be
subject to evaluation performed by national seguagencies within the meaning of the provisionghaf Act on
Protection of Confidential Data, and the agenciesl sssue applicable security certificates.

Article 19. 1. Fee shall be charged with respect to the gigtsvieferred to in article 18, paragraphs 4 and 5.

2. With respect to the fees referred to in panalyrh, the provisions referred to in article 18 gaaph 4 shall
apply, as well as the provisions of the Act of 2&uary, 1999 on Protection of Confidential Dalau¢nal of Laws
of 2000, No. 11 item 95, No. 12 item 136 and Noitd8th 462 and of 2001, No. 22 item 247, No. 27 i298, No.
56 item 580, No. 110 item 1189 and No. 123 item3)35

Article 20. 1. As a minimum, a qualified certificate shalllumbe the following data:

1) certificate number,

2) an indication that the certificate has beendsdsas a qualified certificate pursuant to a ralewertification
policy,

3) identification of the certification-service-ptider issuing the certificate and identificationtbé country where
the provider is established, number of entry inrdgister of qualified certification-service-proeis,

4) name and surname or a pseudonym of the perkorcreates an electronic signature; the use otadunym
shall be clearly indicated,

5) electronic signature verification data,

6) indication of the initial date and expiry okthalidity of a certificate,

7) electronic authentication of the certificatiservice-provider that has issued the certificate,

8) limitation on the scope of validity of the dédate - if a given certification policy requirasich indication,

9) limitations on the maximum limit value of theatsaction in which the certificate may be usefla given
certification policy or the contract referred toAnt. 14 paragraph 1 require such indication.

2. While issuing qualified certificates, certifigat-service-providers shall be obliged, at the esguwof the
signatory, to include in the certificate data ottiem specified in paragraph 1, in particular atidation whether the
signatory acts:

1) on his own behalf, or

2) as a representative of another natural pellsega) person or an organisational entity not enabwih legal
personality, or

3) as a member of a body or as a body of a legedgm or an organisational entity not endowed wiggal
personality, or

4) a public authority.



3. Issuing qualified certificates, certificationrgiee-providers shall verify the truthfulness oéttata referred to in
paragraph 2, notify the entities referred to inagaaph 2 subparagraph 2-4 of the contents of thdicate and
informs of the option of certificate's revocatidrttze request of the said entities.

Chapter V
Validity of certificates

Article 21. 1. A certificate is valid for the term indicatdtetein.
2. The certification-service-provider revokes aldigal certificate before the expiry of its valigliterm if:
1) such a certificate has been issued on the lpdgimtrue or no longer valid data referred toAiticle 20
paragraph 1 subparagraph 4 and Article 20 paragzaph
2) the provider failed to comply with requiremenggecified in this Act,
3) the signatory of an electronic signature vedfon the basis of such certificate failed to ntketrequirements
referred to in Article 15,
4) certification-service-provider ceases to previckertification services and its rights and obiigad are not
assumed by another qualified certification-senpoevider,
5) upon a request from the signatory of an ele@treignature or the third person indicated indbdificate,
6) upon a request from the minister in chargeheféconomy,
7) signatory of an electronic signature has Ibstftill capacity to perform legal transactions.
3. The revocation of the certificate in accordawith Article 21 paragraph 2 subparagraph 2 doesrolude
the certification-service-provider’s liability falamage against the signatory of an electronic sigea
4. In the case of a justified doubt that there righ grounds for revoking a qualified certificatag
certification-service-provider is obliged to immatdily suspend the certificate and take steps nagess clarify
such doubts.
5. The suspension of a qualified certificate mayexzeed seven days.
6. After the expiry of the period referred to inrpgraph 5 runs out, in the event that the certificaservice-
provider is not able to clarify such doubts, itlsiamediately revoke the qualified certificate.
7. The certificate which was suspended may be tateked or its suspension may be lifted.
8. The certificate which was revoked may not berlaeld valid.
9. The minister in charge of the economy files quest referred to in paragraph2 subparagraph theif
premises referred to in paragraphs .paragraph 2asagraphs1—-4 and paragraph 2 subparagraph7 are met
10. The certification-service-provider shall immegeily notify the signatory of the revocation orseission of
a certificate on the basis of which the electraigmature is verified.
11. The suspension or revocation of a certificaé mot have retrospective effect.

Article 22. 1. The certification-service-provider publishes tist of suspended and revoked certificates.

2. The information concerning the suspension oocation of a certificate is included in each lissospended
and revoked certificates, published prior to aniryxgate of the certificate’s validity period and t¢he first list
published following the expiry of this period.

3. The list of suspended and revoked qualifiedifogates should include in particular:

1) the list’'s serial humber and a statement sayirag the list was published in accordance withpac#ied
certification policy and applies to certificatesugd in accordance with such policy,

2) the date and the time of the list’s publicatisith accuracy specified in the certification pgli

3) the date of expected publication of next list,

4) specification of the certification-service pider publishing the list and the country in whitls established
together with its entry number in the register oélified certification-service-providers,

5) the number of each suspended or revoked oatifiwith an indication whether it was suspendecweoked,

6) the date and time, with accuracy specified hia tertification policy, of each certificate’'s segpion or
revocation,

7) electronic authentication of certificationgee-provider publishing the list.

4. The certification-service-provider publishesoimhation on the certificate’s suspension and retvogan a
list referred to in paragraph 1, in accordance whithrelevant certification policy, however, ndelathan within one
hour of such revocation or suspension.



5. The suspension and revocation of a certificabelyces legal effects as of the date referred fwanagraph
3.6, which cannot precede the date and time ofptidication of the previous list of suspended aedoked
certificates.

Chapter VI
Granting accreditation and making entries in the reister of qualified certification-service-providers

Article 23. 1 A certification-service-provider or an entityshing to commence the provision of certification
services may move for its entering in the registegualified certification-service-providers.

2. Provision of certification services as a quelifcertification-service-provider requires an efrthe register
of qualified certification-service-providers ancetbbtainment of provider's certificate used forifygng electronic
authentications of such authority, issued by theistér in charge of the economy, subject to thevisions of
paragraphs 4 and 5.

3. The minister in charge of the economy shall @hblin the electronic form, the list of issued pd®r's
certificates referred to in Article 23 paragraptasg?well as data used for verification of providerértificates issued
by him.

4. The minister in charge of the economy may, urther provisions of public procurement regulations,
commission a certification-service-provider to makel issue provider’s certificates referred to anggraph 2, and
publish the list referred to in paragraph 3 anddata used for verification of issued provider'stifieates.

5. The minister in charge of the economy, uponcuest from the Governor of the National Bank of&rdl,
authorises the National Bank of Poland or an entigmed in the request, related as a subsidiatiyetdNational
Bank of Poland in terms of offered services, tovfte the services referred to in paragraph 4. Thkeaisation for
the dependent entity expires by operation of lasui€h entity ceases to be related as a subsidiatyet National
Bank of Poland.

6. Authorities referred to in paragraphs 4 andé& abliged to meet the requirements of the Act foalidjied
certification-service-providers with respect to firetection, issuance, storage and revocationrbificates and may
not offer certification services which consist &suing certificates.

7. In cases referred to in paragraphs 4 and Snihéster in charge of the economy, while makingeaitry in
the register referred to in paragraph 1, advisesc#ttification-service-provider of the name anddeffice of an
entity authorised to make and issue provider'sifogates.

Article 24. 1. The entry in the register of qualified cert#iion-service-providers is made upon an application
from a certification-service-provider or an entityending to provide or providing certification sies.
2. The application for the entry in the registeqaélified certification-service-providers shoulgtiude:
1) applicant’'s name and surname or company naogrngss name),
2) description of certification policy, accorditmywhich the qualified certificates or other seeg@onnected with
the electronic signature are to be made, usedfereaf,
3) place of residence or head office and the apptis address,
4) current excerpt from the register of entrepues®r a certificate of entry into the businesssteg, and current
excerpt from the register of bankrupts,
5) names and surnames of persons referredAdile 10 paragraph 3 whom such authority emplaystends to
employ,
6) information on the qualifications and professibexperience as well as clear certificates framrecords of
criminal convictions of the persons referred td\iticle 10 paragraph 3,
7) indication of technical and organisational dafies to perform the actions within the scopembviding
certification services,
8) description of methods of preventing the disate of information which, if used, might infringa the interest
of certification service customers,
9) documents showing the applicant’s financialaion and the organisational and financial plarhie business
activity,
10) receipt of payment of a fee for the considerabf the application for the entry in the registé qualified
certification-service-providers,
11) data used for verification of electronic autfieations made by the certification-service-pr@vics part of
certification services rendered thereby,
12) the applicant’'s Tax Identification Number ()P



13) the statistic identification number (REGON)tloé applicant.

3. The provisions of paragraph 2 subparagraphsahdd13 do not apply to an application filed byudblc
authority or the National Bank of Poland.

4. In the case of defects in the application, theister in charge of the economy calls upon thgliapnt to
complete it, appointing a period not shorter thewes days.

5. The period referred to in paragraph 4 may beredgd upon a justified request from the applicar@de
prior to the expiry of that period.

6. The failure to complete the application withire tappointed period results in its dismissal.

7. The consideration of an application for the gimrthe register of qualified certification-sergiproviders is
subject to a fee. The fee paid in is not refundable

8. The minister in charge of the economy shalldawn, by ordinance:

1) application form and its detailed scope, takimg account the possibility of electronic prodegsof the data
included in the forms,

2) detailed method of making and issuing provislertificate, including by the entities empoweteddo so
under Article 23 paragraph 4 or Article 23 para@gptaking into account the necessity to guaratihee
confidentiality of making and issuing provider'stifcate,

3) the amount of fees for the consideration o&pplication for the entry in the register of qualif certification-
service-providers, including reasonable costs imclin connection with the registration activitiasd the
register maintenance.

Article 25. 1. The minister in charge of the economy, aftesvdew, makes an entry in the register of qualified
certification-service-providers or decides to refius make such an entry within a period of two rherftom the
date of the submission of an application meetirgréguirements specified in Article 24 paragraph 2.

2. Obtaining of an entry in the register referrednt paragraph 1 by a certification-service-providenstitutes
a confirmation that it is an institution having fcient business and technical potential for améssof qualified
certificates and that it meets the requirement®sein this Act.

3. The decision on the entry should particularisiude the name of a certification policy under vhégiven
certification-service-provider may issue qualifieertificates or offer other services connected ik electronic
signature.

4. The minister in charge of the economy shallsefto make an entry in the register referred foairagraph 1
if:

1) the application and documents attached heretwt meet the requirements specified in this Act,

2) documents pertaining to the organisation ofriifccation-service-provider include provisions igfhn may pose
a threat to the security of certification-servieestomers or otherwise infringe on their interests,

3) the certification-service-provider was enteirethe register of bankrupts,

4) technical and organisational capabilities tofggen actions with respect to providing certificati services,
indicated in the application, do not meet the regmints specified under Article 10 paragraph 4icketl7
paragraph 2 and Article 18 paragraph 3,

5) persons referred to in Article 24 paragraplil@paragraph 5 do not meet the requirements detailadicle 10
paragraph 3.

Article 26. 1. The entry of a qualified certification-servipssvider in the register of qualified certification
service-providers includes:

1) name and surname or company name (businesg oameualified certification-service-provider,

2) the method of representation of a qualifiedifieation-service-provider and the entry numbettie register of
entrepreneurs with the designation of a court naaiimg such register or the number of entry inkibsiness
activity register and the designation of the regisig authority,

3) names and surnames of persons representingifieglicertification-service-provider,

4) designation of certification policy under whieh given certification-service-provider may issuaalified
certificates or provide other services connecteti trie electronic signature,

5) information on the amount of insurance and seand conditions of the contract referred to inicket 10
paragraph 1 subparagraph 4 and insurer’'s name,

6) date of entry or date of issuing a decisiorentry deletion.

2. The certification-service-provider which has abed the entry in the register of qualified céstifion-
service-providers is obliged, within the period3ff days from the date of service of the decisiooualbhe entry,



deliver the proof of executing the contract refdrte in Article 10 paragraph 1 subparagraph 4 amdige the
information referred to in Article 10 paragraphubgaragraph 5.

3. The minister in charge of the economy, immedjai@iowing the receipt of the information refedd¢o in
Article 26 paragraph 1 subparagraph 5, shall add ihe entry in the register of qualified cert#fiin-service-
providers.

4. If a certification-service-provider which hastaibed the entry in the register of qualified detition-
service-providers does not fulfil the obligatioriereed to in paragraph 2 within the appointed tithe minister in
charge of the economy shall decide to delete itiydrom the register of qualified certificationrse&e-providers.

5. Following the entry in the register of qualifiedrtification-service-providers, the minister inacge of the
economy, shall, immediately issue provider’'s cixdife referred to in Article 23 paragraph 2, howewet sooner
than at the date of the certification-service-pdevis fulfilling the obligation referred to in pagyeaph 2.

Article 27. 1. The register of qualified certification-servipeviders is kept by the minister in charge of the
economy.

2. The register referred to in paragraph 1 andotogider’s certificates referred to in Article paragraph 2
are public and freely available, including also éhectronic form.

3. The minister in charge of the economy shalldawn, by ordinance, the method of keeping the tepgisf
qualified certification-service-providers, its foramd a detailed mode of procedure for making emtrighe register,
including the necessity to ensure access to thisteegfor third persons and the possibility ofezitig all data
collected in the course of procedure for makingehtry in the register of qualified certificatiomrgice-providers,
including the information about the liquidationtmnkruptcy of a certification-service-provider.

Article 28. 1. The qualified certification-service-providerabliged to immediately notify, and not later than
within seven days of the change of factual or legalus, the minister in charge of the economy thoy change in
the data included in the application referred tditicle 24 paragraph 2.

2. The certification-service-provider referred toparagraph 1 is obliged to immediately notify thimister in
charge of the economy about a date of discontionaif certification services, however, not latearthwith three
months’ notice before the planned date of discaertiion of such activity.

Article 29. 1. In the case of opening the liquidation procegsliof a qualified certification-service-provider,
the minister in charge of the economy shall de@dethe deletion of its entry from the register afalified
certification-service-providers.

2. In the case of declaration of bankruptcy of alified certification-service-provider, the deletiof its entry
from the register of qualified certification-sergiproviders is made by operation of law.

3. If separate regulations do not provide for tigeitlation of a certification-service-provider, th@nister in
charge of the economy shall decide on the deladfoits entry from the register of qualified certdition-service-
providers in the case of such certification-serpcavider’s ceasing to conduct its activity.

4. The obligation of notifying the minister in clgar of the economy about the declaration of banksupt
closing the liquidation proceedings shall rest veitteceiver or liquidator.

5. In the case of dismissal of a motion for thelaedion of bankruptcy due to reasons named incherti3 of
the Decree of the President of the Republic of iblaf 24 September, 1934 — Bankruptcy Laautnal of Laws of
1991, No. 118 item 512, of 1994, No. 1 item 1, 893, No. 85 item 426, of 1996, No. 6 item 43, N3.iém 189,
No. 106 item 496 and No. 149 item 703, of 1997, R®item 153, No. 54 item 349, No. 117 item 751, Nl item
770 and No. 140 item 940, of 1998, No. 117 item, ?6&000, No. 26 item 306, No. 84 item 948, No.ite4n 1037
and No. 114 item 1193 and of 2001, No. 3 item p&8ragraph 2 shall be applied accordingly. The albiyp to
notify the minister in charge of the economy regith the members of a legal entity’s governing iesdpartners of
a partnership company or limited partners of asteged company.

Chapter VII
Supervision over certification-service-providers’ &tivity

Article 30. 1. The minister in charge of the economy shalrsee the observance of the provisions of the Act,
protecting the interests of certification servicestomers.



2. The objective referred to in paragraph 1 is exdd by the minister in charge of the economy paldily

through:
1) keeping the register of qualified certificatisarvice-providers,
2) issuance and revocation of providers’ certtisareferred to in Article 23 paragraph 2,
3) checking certification-service-providers’ adiies for their compliance with this Act,
4) imposing fines provided for in this Act.

3. The minister in charge of the economy may augleathe entities, referred to in Article 23 pargdrad and
Article 23 paragraph 5, meeting the requiremehthi® Act for qualified certification-service-pralérs with respect
to the security, issuance, storage and revocatfopedificates and which do not offer certificatiaervices
consisting in issuing certificates, to maintain thgister of qualified certification-service-proeid.

Article 31. 1. The minister in charge of the economy decideshe deletion of an entry from the register of
qualified certification-service-providers if a dédation-service-provider:

1) conducts its activity contrary to the provisoof this Act and in a manner threatening the exer of
certification- service-customers or

2) files a request for the deletion of its entgnh the register or

3) intends to close its business activity andfiegtithe minister in charge of the economy in adaace to Article
28 paragraph 2 or

4) refuses to be subjected to inspection refeiwad Article 38.

2. In the case referred to in paragraph 1 subpapagt, the minister in charge of the economy nasteiad of
issuing passing decision, call a certification-garyprovider to remedy the found irregularities dmmohg its activity
into compliance with the provisions of this Act.

3. When passing the decision referred to in pardyd, the minister in charge of the economy magke the
provider’s certificate referred to in Article 23rpgraph 2 and enter it on the list of revoked pievs certificates of
qualified certification-service-providers. The pigiens concerning the list of revoked certificategerred to in
Article 22 are applied accordingly.

4. The revocation of provider's certificate refelr® in Article 23 paragraph 2, used for the vedfion of
electronic authentications made by qualified ciedtion-service-providers, results in the invaldiof those
authentications, unless it is proved that an adit&tion was made prior to the revocation of thevjer's
certificate.

5. The revocation of electronic authentication mefe to in paragraph 4, used for the verificatibthe validity
of certificates issued by a qualified certificatiservice-provider, results in the invalidity of Secertificates.

6. In the case of revoking an electronic authetiboareferred to in paragraph 4, used for the ieatfon of the
validity of the time stamp service, offered by alified certification-service-provider, Article 7apagraph 2 and
paragraph 3 do not apply.

Article 32. 1. While making the call referred to in Article 3faragraph 2, the minister in charge of the
economy may impose a fine on a certification-serpoovider, at the amount up to PLN 50,000, in ¢hse of
especially gross irregularities found.

2. In the case of a failure to remedy the irregtier within a appointed period, the minister iracde of the
economy may impose a fine on a certification-sergoovider, at the amount up to PLN 50 000.

3. While determining the amounts of fines refet@th paragraph 1 and paragraph 2, the miniateharge of
the economy is obliged to take into consideratigre tand gravity of the found irregularities.

4. The fines are subject to enforcement underdbelations on administrative enforcement proceeding

Article 33. 1. If an electronic authentication is made witlogg breach of the Act, the decision to delete an
entry from the register of qualified certificatieervice-providers is instantly enforceable.

2. In the case referred to in paragraph 1, theigiavs of Article 61 of the Act of 30 August, 20@
proceedings before administrative coudsufnal of Laws No. 153 item 1270) shall not apply.
Article 34. Commencing from the date of service of a decisioout the deletion of the entry from the regisfer o
qualified certification-service-providers, certditbon-service-provider may not enter into contrdotghe provision
of certification services with respect to certitiom policy concerned by the decision.

Article 35. 1. Inspections are carried out by the employedkefninistry’s organisational unit which provides
support services to the minister in charge of @@nemy, hereinafter referred to as “inspectors,tfmmbasis of an



identification card and personal authorisation ggigg the certification-service-provider subjectedthe inspection
and the scope of inspection together with legaligds for it.

2. The personal authorisation to carry out theégsipn is issued by the minister in charge of tbenemy or
by an authorised director of the ministry’s orgatisnal unit which provides support services to thiaister in
charge of the economy.

3. The inspection referred to in paragraph 1 beyalso carried out by inspectors, acting on theistér in
charge of the economy’s authority, who are the eyg®s of the entity referred to in Article 23 paegdh 5 or who
are the employees of a certification entity witthie meaning of the regulations referred to in Aetit8 paragraph 4.

4. If the inspection is carried out on the basiawthorisation issued by the minister in chargthefeconomy,
the entity and the certification entity mentionad garagraph 3 are entitled to remuneration for ittspection
conducted.

5. The minister in charge of the economy shalldaywn, by way of ordinance, the principles governihg
remuneration for conducted inspections, on the sba$i his authority to order such inspections, tgkinto
consideration the scope and type of inspectionraasonable costs involved with its performance.

Article 36. The minister in charge of the economy orders tispéction:

1) exofficio,

2) upon a request from a prosecutor or court berostate authorities authorised to do so undevaal acts in
connection with proceedings conducted by themhendases concerning the activity of certificatienvice-
providers.

Article 37. The aim of an inspection is to establish whetherdertification-service-provider’s activity meets
the requirements of the Act. The scope of inspecttoregulated by the authorisation referred tdAiticle 35
paragraph 1 or paragraph 3.

Article 38. In order to secure the appropriate manner of cotimty the inspection:

1) executives of certification-service-providergbgected to inspection are required to produce,nupioe
inspector’s request, all documents and materiatessary for the inspection preparation and perfoomain
conformity with the regulations concerning the piion of legally protected information,

2) inspectors have the right to:

a) enter premises of the inspected certificatianise-providers,

b) have access to documents and other data casi@lsiding the data used for executing electrsigoatures
and authentications and other information whichhhige used for the reproduction of those datactlire
connected with the activity covered by the inspmttiand to secure documents and other evidencgcsub
to the regulations concerning the protection oéllggprotected information,

c) carry out inspections of buildings, other assatsl the records of operations connected witlptbeision of
certification services,

d) demand that the employees of the inspectedicatton-service-providers give oral or written éxpations,

e) use the assistance of experts and specialists.

Article 39. The provisions of Articles 31, 32, 35-41, 53-53,d&nd 59 of the Supreme Chamber of Control Act
of 23 December 23, 1994durnal of Laws of 2001, No. 85, item 937) apply respectivelynepection procedure,
subject to the following interpretation: whenevee tict makes reference to::

1) the Supreme Chamber of Control — shall be coedtas a ministry which provides support servicethe
minister in charge of the economy,

2) the President of the Supreme Chamber of Contsblall be construed as the minister in chargae&conomy,

3) director of a relevant inspection unit — sloalconstrued as a director the ministry’s relewaganisational unit
which provides support services to the ministestiarge of the economy, referred to in Article 3tagaaph 1,

4) inspector — shall be construed as the inspeeferred to in Article 35 paragraph 1 or paragraph

Article 40. The minister in charge of the economy, after ggtticquainted with the protocol and qualifications
and statements made by the inspected certificatonice-provider, shall notify such certificatioargice-provider
of the inspection results and, in the case of fouaredjularities, appoints a period for their remipvent shorter than
14 days.



Article 41. 1. The inspector is obliged to maintain the secithe information obtained in connection with
discharge of professional duties.
2. The non-disclosure obligation remains in forls® after the termination of employment.

Article 42. The minister in charge of the economy shall heanmaints against certification-service-providers,
applying the provisions of the Code of AdministvatProcedure accordingly.

Article 43. 1. The employees of the organisational unitdefrinistry which provides support services to the
minister in charge of the economy, dischargingdbies specified in this Act, may not conduct besmactivity, be
members or shareholders or act as proxies or manolh¢ne supervisory board or audit committee ofuification-
service-provider or to remain under the contracewoiployment, work-order contract or other legadhatien of
similar nature with the certification-service-prder.

2. The provision of paragraph 1 does not infringehe provisions concerning the restrictions ondticting
business activity by persons holding public posisio

Article 44. The employees of the organisational units ofrthieistry which provides support services to the
minister in charge of the economy, dischargingdbties specified in this Act, as well as persorslaarging the
duties specified herein for the benefit of suchamigational units on the basis of work order cartoa other legal
relation of similar nature, are obliged to maintaive secrecy of the information obtained in conioectvith
discharging such duties.

Chapter VIII
Penal provisions

Article 45. Anyone who provides certification services as alifjed certification-service-provider without
prior execution of the required third party liabilinsurance contract for damage caused to ceatifin services
customers shall be liable to a fine of up to PLBIOD 000.

Article 46. Anyone who, while providing certification service®ntrary to the obligation set forth in this Act,
does not inform a person applying for a certificabeut the terms and conditions of its obtainmeutase, shall be
liable to a fine at an amount up to PLN 30 000.

Article 47. Anyone who executes a secure electronic signaisireg) the data for the execution of an electronic
signature which were assigned to another persdhlshéiable to a fine or a penalty of deprivatiohliberty for up
to three years or both these penalties jointly.

Article 48. Anyone who, while providing certification service®pies or stores data used for the execution of a
secure electronic signature or electronic authatitin or other data which might be used for theiroduction, shall
be liable to a fine or penalty of deprivation dfdrty for up to three years or both these pengliesly.

Article 49. 1. Anyone who, while providing certification sergs, issues a certificate containing false data
referred to in Article 20 paragraph 1, shall bélkato a fine or penalty of deprivation of libefor up to three years
or both these penalties jointly. .

2. Any person who, on behalf of a certificationvéee-provider, makes it possible to issue a cedif referred
to in paragraph 1, shall be liable to the samelpena

3. Any person using a certificate referred to inagaaph 1, shall be liable to the same penalty.

Article 50. Anyone who, while providing certification servigce®ntrary to the obligation set forth in Articlé 2
paragraph 2 subparagraphs 5 and 6, abandons ttificate revocation, shall be liable to a fine menalty of
deprivation of liberty for up to three years orlbthese penalties jointly..



Article 51. Anyone who, while providing the time-stamp servaea qualified certification-service-provider,
makes it possible to mark data with a time-stantpeiothan time of the performance of that serviceé msues
electronic authentication of the data obtaineduchsmanner, shall be liable to a fine or penaltgeprivation of
liberty for up to three years or both these peesljdintly.

Article 52. 1. Anyone who, being obliged to maintain the segi@nnected with the provision of certification
services, discloses or uses, contrary to the remdnts set forth in the Act, the information codelog this secrecy,
shall be liable to a fine of up to PLN 1 000 00(penalty of deprivation of liberty for up to thrgears or both these
penalties jointly.

2. If the perpetrator commits an act referred tgpamagraph 1 as a certification-service-providerasran
inspector or acting with a view to attain finanaialpersonal gain, he shall be liable to a fineto PLN 5 000 000
or penalty of deprivation of liberty for up to fiyears or both these penalties jointly.

Article 53. Anyone who commits the acts referred to in Arcli —51, acting for or on behalf of other natural
person, legal entity or an organisational unit entowed with legal personality shall also be liatalegpenalties
specified therein.

Chapter IX
Amendments to binding regulations, transitional andfinal provisions

Article 54. The Civil Code Act of 23 April 1964J¢urnal of Laws. No. 16 item 93, of 1971, No. 27 item 252,
of 1976, No. 19 item 122, of 1982, No. 11 item Bb, 19 item 147 and No. 30 item 210, of 1984, N®itém 242,
of 1985, No. 22 item 99, of 1989, No. 3 item 111680, No. 34 item 198, No. 55 item 321 and Noit@& 464, of
1991, No. 107 item 464 and No. 115 item 496, of319%o. 17 item 78, of 1994, No. 27 item 96, No.i&5n 388
and No. 105 item 509, of 1995, No. 83 item 4171996 , No. 114 item 542, No. 139 item 646 and N2 item
703, of 1997, No. 43 item 272, No. 115 item 741, Nb7 item 751 and No. 157 item 1040, of 1998, Ni§ item
668 and No. 117 item 758, of 1999, No. 52 item 5822000, No. 22 item 271, No. 74 item 855 and 8%@, 88
item 983 and No. 114 item 1191 and of 2001, Noitdrh 91 and No. 71 item 733) is amended as follows:
1) Article 60 shall read as follows:

"Article 60. Subject to exceptions prescribed bswa s, the will of a person performing an legahaction act
in law may be expressed by conduct of that persbictwreveals his or her will in a sufficient
manner, including the expression of such will ia #lectronic form (declaration of will).";

2) Article 78 shall read as follows:

"Article 78. 8 1. In order to observe the writtemrrh of legal transaction it is sufficient to appeode’s
handwritten signature to a legal document contginire terms of the declaration of will. In
order to conclude the contract it is sufficientetaechange documents each of which contains
the terms of the declaration of will of one of fherties and it is signed by him.

8§ 2. Declaration of will made in the electronierfoand with affixed secure electronic
signature verified using a valid qualified certifte is equivalent to the written form."

Article 55. The Banking Law of 29 August, 199Jo(rnal of Laws No. 140 item 939, of 1998, No. 160 item
1063 and No. 162 item 1118, of 1999, No. 11 itera@8 No. 40 item 399, of 2000, No. 93 item 1027, Sbitem
1037, No. 114 item 1191, No. 116 item 1216, No. ité® 1252 and No. 122 item 1316 and of 2001, Niterd 64,
No. 100 item 1084 and No. 111 item 1195) is amerasdefdllows:

1) In Article 6 paragraph 1, a new paragraph séadded, which shall read as follows:
"6a) provide certification services within the mawanof provisions concerning the electronic sigmetu
excluding the issuance of qualified certificatesdiby banks in transactions to which they are gsiti
2) Article 7.4 shall read as follows:
"4. The Council of Ministers shall lay down, by ordnce, upon hearing the opinion of the Governathef
National Bank of Poland, the rules governing theation, saving, storage and securing, includingiges
of the electronic signature, of bank documentsrreéeto in paragraph 2."

Article 56. In the Act of 4 September, 1997, on sectors ofjtheernmental administratioddqurnal of Laws of
1999, No. 82 item 928, of 2000, No. 12 item 136, Hi® item 489, No. 48 item 550, No. 62 item 718, K@ item



816, No. 73 item 852, No. 109 item 1158 and No. i1&2 1314 and 1321 and of 2001, No. 3 item 18,5Nitem 43
and 44, No. 42 item 475, No. 63 item 634, No. émit761, No. 76 item 811, No. 87 item 954, No. 1emil1116,
No. 113 item 1207, No. 115 item 1229, No. 123 ite363 and No. 125 item 1371, No. 126 item 1382 aad129
item 1441), in Article 9 paragraph 2, following @albagraph 4, subparagraph 5 is added, which sbadl as
follows:
"5) supervision over the provision of services aarted with the electronic signature within the niegrof
provisions concerning the electronic signature.”

Article 57. (repealed).

Article 58. 1. By 31 December 2002, banks and public auttesritd, shall adjust their activity with respect to
the provision of certification-service-providersdamse of IT systems connected with the provisiosuafh services
to the requirements of this Act.

2. Within the period of four years from this Actreimg into force, public authorities will make it ggible for
certification services customers to submit appidset and requests as well as other actions inl#otrenic form, in
the cases when the law requires that they be nmaaepecified form or according to a specified tktgp

3. The minister in charge of information technoldagyonsultation with the minister in charge of gt@mnomy
and with the minister in charge public administnatshall lay down, by ordinance, technical andusiég
requirements for providing the forms and templateggrred to in paragraph 2, to the public, witsideration
given to assuring the proper level of security.

4. The minister in charge of public finances, witli period of one year from the Act coming intocrshall
adjust the regulations governing the methods ofingagayments for administrative actions to the rezaents of
legal transactions using the electronic signature.

Article 59. 1. This Act comes into force nine months afterpitsmulgation, with the exceptions of Article 4
paragraphs 3—6 and Article 11 paragraph 4, whichecmto force as of the date of the Republic oBRdlIbecoming
a Member State of the European Union.

2. As of the date of the Republic of Poland becgn@rMember State of the European Union, the piavisf
Article 4 paragraph 2 will expire.



